2 MARKS 
UNIT-I
1. What is wireless communication? 

Wireless communication is the transfer of information over a distance without the use of electrical conductors or wires the distance involved may be short, long 

2. What are the uses of wireless Technology? 

· To span a distance beyond the capabilities of typical cabling 

· To avoid obstacles such as physical structures 

· To provide a backup communication link in case of normal network failure 

· To overcome situations where normal cabling is difficult or financially impractical.

3. What are the challenges in wireless communication? 

Very limited resources Unstable channel characteristics Multi- user Interference Line of sight for frequencies Mobility issues 

4. List the type of wireless networks 

Personal area networks Local area networks Metropolitan area networks Wire area networks. 

5. Define CDMA? 

Code Division Multiple Access systems use codes with certain characteristic to separate different users. To enable access to the shared medium without interference. The users use the same frequency and time to transmit data. The main problem is to find good codes and to separate this signal from noise. The good code can be found by two characteristics

 1. Orthogonal 

 2. Auto correlation. 

6. What is meant by non-persistent CSMA? 

In Non-persistent CSMA, stations sense the carrier and start sending immediately if the medium is idle, if the medium is busy the stations passes a random amount of time before sensing the medium again and repeating this pattern. 

7. What is FDMA?

In FDMA, the base stations and the mobile stations establish a duplex channel. The two directions, mobile stations to base stations and vice versa are separated using different frequencies. This scheme is called Frequency Division Duplex. 

8. What is a signal?


Signals are the physical representation of data. The users of a communication system can only exchange data through the transmission of signals. 


Signals are functions of time and location. 

Signal parameters: Parameters representing the value of data. 

Signal parameter of periodic signal Period T frequency f = 1/T amplitude A 

9. What is polarization? 

Polarization is an important factor for antennas. Both antennas and electromagnetic waves are said to have a polarization. For the electromagnetic wave it is effectively the plane in which the electric vibrate. This is important when looking at antenna because they are sensitive to polarization and generally receive or transmit a signal with a particular r polarization 

10. What is polling?

Polling is a centralized scheme with one master and several slave stations. The master can collect the list of stations during the connection phase and can poll these slaves according to many schemes like round robin, random access, reservation schemes etc. 

11. List out the types of multiplexing?

· Space Division Multiplexing 

· Frequency Division Multiplexing 

· Time Division Multiplexing 

· Code Division Multiplexing 

12. What are the advantages and disadvantages of CDMA? 

All terminals can use the same frequency no planning needed. Huge code space used Interference is not coded. 

Higher complexity of a receiver all signals should have the same strength at a receiver

13. What are the type of communication? 

· Simplex communication 

· Duplex communication 

· Half Duplex Communication

14. What are the types of antenna? 

The Dipole antenna the Folded Dipole antenna 

Quarter wave Vertical Antenna 

J Pole Vertical Antenna Yagi Antenna

Log periodic Beam antenna 

Parabolic Reflector/dish antenna Horn antenna

Discone Antenna  
15. What is SDMA? 

Space Division Multiple Access is used for allocating separated spaces to users in wireless Networks. The basis for the SDMA algorithm is formed by cells and sectorized antennas which constitute the infrastructure implementing space division multiplexing. 

16. Define SAMA. 

Spread Aloha Multiple Access is a combination of CDMA and TDMA. The CDMA better suits for connection oriented services only and not for connection less bursty data traffic because it requires to program both sender and receiver to access different users with different codes. 

17. What are the several versions in CSMA? 

There are several versions in CSMA, they are as follows

a) non-persistent CSMA 

b) p-persistent CSMA 

c) 1-persistent CSMA 

18. What is meant by non-persistent CSMA? 

In, non-persistent CSMA, stations sense the carrier and start sending immediately if the medium is idle. If the medium is busy, the station pauses a random amount of time before sensing the medium again and repeating this pattern. 

19. What is meant by p-persistent CSMA? 

In p-persistent CSMA system nodes also sense the medium, but only transmit with a probability of p. With the station deferring to the next slot with the probability 1-p, i.e. access is slotted in addition. 

20. Why are electromagnetic waves with very low frequency not used for data transmission in computer networks? 

· Low frequency has longer wavelength 

· Data rates depends upon the bandwidth 

21. Differentiate hard and soft handoff? 

Hard hand off 

· Existing connection must be broken before a new connection is established 

· There is a short break in transmission which can be noticed by the user 

Soft hand off 

· A new connection is established before the old one is released 

22. What are the 2 sub layers in DLC? 
                  Logical Link Control(LLC) 

             Media Access Control (MAC)

23. What are the benefits of reservation schemes? 

· No other station is allowed to transmit during that slot 

· Avoidance of congestion 

· Waiting time is clearly known 

24. Define a cell. 

In mobile communication, the coverage area is divided into smaller areas which are each served by its own base station. These smaller areas are called cells. 

25. What is frequency reuse? 

Spatially reusing the available spectrum so that the same spectrum can support multiple users separated by a distance is called frequency reuse

26. What is co-channel interference?
Interference between signals from co channels are termed as co channel interference 

27. What is adjacent channel interference? 

Interference resulting from signals which are adjacent in frequency to the desired signal is called adjacent channel interference. 

28. Mention the different types of cells. 

· Femto cells, 

· Pico cells, 

· micro cells, 

· macro cells and 

· Mega cells. 

29. What is a picocell? 

Small cells inside a building that support local indoor networks such as wireless LANs. Size of these cells are in the range of few tens of meters. 

30. What is cellular topology? 

Cellular topology refers to infrastructure topology employing frequency reuse concept. 

31. What are the technical issues in planning of a cellular network? 

· Selection of frequency reuse pattern for different radio transmission techniques 

· Physical deployment and radio coverage modelling 

· Plans to account for the growth of the network 

· Analysis of the relationship between the capacity, cell size and the cost of infrastructure 

32. What is cell splitting? 

This is the process of subdividing a congested cell into smaller cells, each with its own base station and a corresponding reduction in antenna height and transmitter power. Cell splitting increases the capacity of a cellular system since it increases the number of times that channels are reused. 

33. What are the basic units of a Cellular system? 

· Mobile stations 

· Base stations 

· Mobile Switching Center (MSC) or Mobile Telephone Switching Office (MTSO). 

UNIT II
1. What is the importance for congestion threshold?

Congestion widow gets doubled each time when there is a proper acknowledgement. It is too dangerous to double the congestion window each time because the steps might become too large. Therefore, the exponential growth of the congestion window has to be stopped by using the congestion threshold. As soon as the congestion window reaches the congestion threshold , further increase of transmission rate is only linear by adding 1 to the congestion window each time.
2. What is indirect TCP?

Indirect TCP is used to segment a TCP connection into a fixed part and a wireless part. Between the fixed computer and the access point standard TCP is used. Thus, no computer in the internet recognizes any changes to TCP the access point is now seen as the mobile host for the fixed host and as a fixed host for the mobile host.
3. What are the advantages of snooping TCP?

Prevention of End to end TCP semantic. No Correspondent Node needs to be changed, most of the enhancements are in the foreign agent.
4. Define slow start?

In TCP, missing acknowledgement is quite drastic, but it is necessary to get rid of congestion quickly. The behavior of TCP shows after the detection of congestion is called slow start. 
5. What is fast retransmit?

The gap in the packet stream is not due to the severe congestion it is also due to the transmission error. The sender cab now retransmit the missing packet before the timer expires. This behavior is called fast retransmit. 
6. What are the disadvantages of I-TCP?

The loss of the end to end semantics of TCP might cause problems if the FA partitioning the TCP connection crashes. The handover ltency increases. This may cause more problems.  
7. Define persistent mode.

The state of the sender will not change no matter how long the receiver is disconnected. This is called persistent mode. 
8. List the interfaces used in WAP architecture

a. Transport layer service access point
b. Security service access point
c. Transaction service access point
d. Appication service access point

9. What is the use of WAE?

The application layer with the Wireless Application Environment (WAE) offers a framework for the integration of different www and mobile telephony application.

10. What are the benefits of using WTP?

It offers several advantages to higher layers, including an improved reliability over datagram services, improved efficiency over connection oriented service, and support for transaction oriented services such as web browsing. 
11. How does the WTP achieves reliability?

The reliability can be achieved by duplicate removal, retransmission, acknowledgements and unique transaction identifiers.

12. Define snooping TCP.

The FA buffers all packets with destination mobile host and additionally snoops the packet flow in both directions to recognize acknowledgements is called snooping TCP.
13. What is DHCP?


Dynamic Host Configuration Protocol (DHCP) is a client/server protocol that automatically provides an Internet Protocol (IP) host with its IP address and other related configuration information such as the subnet mask and default gateway. RFCs 2131 and 2132 define DHCP as an Internet Engineering Task Force (IETF) standard based on Bootstrap Protocol (BOOTP), a protocol with which DHCP shares many implementation details. DHCP allows hosts to obtain necessary TCP/IP configuration information from a DHCP server.

14. What is mobile IP?


Mobile IP is an Internet Engineering Task Force (IETF) standard communications protocol that is designed to allow mobile device users to move from one network to another while maintaining their permanent IP address.
15. What are the requirements for mobile IP?


Transperency, 
Compatibility, Security, Efficiency and scalability
16. What is Care of Address (COA)?


In Internet routing, a care-of address is a temporary IP address for a mobile node(mobile device) that enables message delivery when the device is connecting from somewhere other than its home network. The care-of address identifies a mobile node's current point of attachment to the Internet and makes it possible to connect from a different location without changing the device's home address (permanent IP address). 
17. Types of COA?

· Forien Agent care of address

· Collacated care of address

18. What is the problem in traingle routing?


In mobile IP, packets that are sent to a mobile host by the correspondent host are first routed to the mobile host's home agent and then forwarded to the mobile host at its current location by its home agent. However, packets that are sent from the mobile host should not be handled in this way, but be instead sent straight to their destination.
19. What is the function of transport layer?


Perorm end to end packet delivery,relaiability and flow control.
20. What is slow start?

Slow-start begins initially with a congestion window Size (cwnd) of 1, 2 or 10. The value of the Congestion Window will be increased with each acknowledgment received, effectively doubling the window size each round trip time. The transmission rate will be increased with slow-start algorithm until either a loss is detected, or the receiver's advertised window (rwnd) is the limiting factor, or the slow start threshold (ssthresh) is reached.
UNIT-III
1. What is mobility management? 

Mobility management refers to the operations required for tracking the mobile and restructuring existing connections as it moves. Mobility management consists of Location management and Handoff management 

2. Define location management and handoff management. 

· Location management refers to the activities a wireless network should perform in order to keep track of where the mobile is. 

· Handoff management handles the messages required to make the changes in the fixed network to handle the change in location during a ongoing communication. 

3. What is meant by GPRS? 

General packet radio services, a technology for radio transmission of small packets of data, esp. between cellular phones and the Internet 

4. What do you meant by roaming?

Extending of connectivity service in a location that is different from the home location where the service was registered. Roaming ensures that the wireless device is kept connected to the network, without losing the connection.

5. What are types of Handover? 

· Intra-cell handover 

· Inter-cell handover

· Intra- BSC handover 

· Inter-BSC handover, 

· Intra-MSC handover 

· Inter MSC handover 

6. What are subsystems in GSM system? 

· Radio subsystem(RSS) 

· Network & Switching subsystem(NSS) 

· Operation subsystem(OSS) 

7. What are the information in SIM? 

· Card type, serial no, list of subscribed services 

· Personal Identity Number(PIN) 

· Pin Unlocking Key(PUK) 

· An Authentication Key(KI) 
8. What is GSM? 

GSM stands for Global System for mobile Communication. This is the most successful digital mobile telecommunication system. This is second generation and it permits integration of voice and data services. 

9. What are the basic elements of telecommunication systems? 

· Transmitter – it takes the information and converts into signal 

· Transmission medium – it carries the signal 

· Receiver – receives the signal and converts it back into usable information. 

10. List the databases of NSS in GSM? 

· Home location register 

· Visitor location register 

· Authentication center 

11. What are the functions of OSS in GSM? 

· Manage all charging and billing procedures 

· Manage all mobile equipment in the system 

12. What are the services offered by the GSM? 

· There are three user services offered by GSM, they are 

· Bearer or data service 

· Telephone service 

· Supplementary ISDN service 

13. What are the logical channels in GSM? 

· Traffic channels(TCH) 

· Control Channels(CCH) 

14. What are the security services of GSM? 

· Access control and authentication 

· Confidentiality 

· Anonymity 

15. What is MSC? 

Main Service Channel (MSC) carries all user data.

Example: 
Audio, Multimedia data. 
16. What is FIC? 

The Fast Information Channel (FIC) contains Fast Information Block (FIB) with 256bits each (16 bit checksum). An FIC carries all control information which is required for interpreting the configuration and content of the MSC. 
17. What is meant by beacon? 

A beacon contains a timestamp and other management information used for power management and roaming. e.g., identification of the base station subsystem (BSS) 

18. What is Active scanning? 

Active scanning comprises sending a probe on each channel and waiting for response. Beacon and Probe response contain the information necessary to join the new BSS. 

19. What is Passive Scanning? 

Passive Scanning Simply means listening into the medium to find other networks, i.e. receiving the beacon of another network issued by the synchronization function within an access point 
20. What do you mean by Polling? 

Polling is a strictly centralized scheme with one master and several slave stations. The master can collect the list of stations during the contention phase and can poll these slaves according to many schemes like round robin, random access, reservation scheme etc.

21. What is meant by GPRS? 

The General Packet Radio Service provides packet mode transfer for applications that exhibit traffic patterns such as frequent transmission of small volumes.

22. What is meant by GEO? 
GEO means Geostationary or Geosynchronous earth orbit. GEO satellites have a distance of almost 36000 km to the earth. Examples are almost all TV and radio broadcast satellites, many weather satellites and satellites operating as backbone for the telephone network. 

23. What are the advantages of GEO? 
Three GEO satellites are enough for a complete coverage of almost any spot on earth, senders and receivers can use fixed antennas positions, no adjusting is needed. Therefore GEO’s are ideal for T.V and radio broadcasting. 
24. What is Handover? 
The satellite is the base station in satellite communication systems and that itself is moving. So, additional instance of handover are necessary due to the movement of the satellite 1. Intra Satellite handover, 

2. Inter Satellite handover, 

3. Gateway handover. 

4. Inter System handover. 

25. What are the registers maintained by the gateway of satellite? 
1 .Home Location Register (HLR). 

2. Visitor Location Register (VLR). 

3. Satellite User Mapping Register (SUMR).

UNIT – IV 
1. What is an adhoc network? 


A ad hoc network is a decentralized type of wireless network. The network is ad hoc because it does not rely on a pre existing infrastructure, such as routers in wired networks or access points in managed (infrastructure) wireless networks.

2. What is fading? List the different types of fading?
Multipath propagation: 
With respect to a stationary base station, multipath propagation creates a stochastic standing wave pattern, through which the mobile station moves. 

Caused by shadowing: 
When the propagation environment is changing significantly, but this fading is typically much slower than the multipath fading.
3. Why ad hoc networks are needed? (May/June 2012)

Ad-hoc networking is often justfied by scenarios where you do not want or where you cannot deploy & manage an infrastructure. 
· Spontaneous meetings (at work, airport): exchange files, play games 

· Special circumstances: disaster relief 

· Simply cabeling costs, management overhead: old building, “wearable LAN”, wireless headset

4. What are the challenging issues in ad hoc network maintenance? ( May /June 2013) 
· Host is no longer an end system - can also be an acting intermediate system

· Changing the network topology over time

· Potentially frequent network partitions

· Every node can be mobile

· Limited power capacity

· Limited wireless bandwidth

· Presence of varying channel quality

5. What is hidden terminal problem?

In wireless networking, the hidden node problem or hidden terminal problem occurs when a node is visible from a wireless access point (AP), but not from other nodes communicating with that AP. This leads to difficulties in media access control sub layer.

6. What is encapsulation and de-capsulation? 

Encapsulation is the mechanism of taking a packet consisting of packet header and data and putting it into the data part of a new packet. 
The reverse operation, taking a packet out of the data part of another packet, is called de-capsulation. 
7. What is the purpose of GRE? 
GRE allows the encapsulation of packets of one protocol suite into the payload portion of a packet of another protocol suite. The packet of one protocol suite with the original packet header and data is taken and a new GRE header is prepended. Together this forms the new data part of the new packet. 
8. What do you mean by binding request? 
Any node that wants to know the current location of the mobile node can send a binding request to the home agent/ the home agent can check if the MN has allowed dissemination of its current location. If the HA is allowed to reveal the location it sends back a binding update. 
9. What are the enhancements made in DSDV? 

· DSDV adds to things to the Distance vector algorithm, 

· Sequence Number 

· Damping 

10. What is Route Maintenance? 

If a node is continuously sending packets via a route. It has to make sure that the route is held upright. As soon as a node detects problems with the current route, it has to find an alternate route. 
11. What is route discovery? 

A node only tries to discover a route to a destination of it has to send something to this destination and there is currently no known route. If a node needs to discover a route, it broadcasts a route request with a unique identifier and the destination address as parameters. 
12. What is DHCP? 

DHCP stands for Dynamic Host Configuration Protocol, meant for automatic configuration of IP address. 
13. What is the purpose of DHCPREQUEST?

When the client sends a DHCP discover message the server responds with the DHCP offer message and offers a list of configuration parameters. Now the client can choose among one of the offered configurations and rejecting the others using DHCPREQUEST. 
14. What should be done to optimize the route discovery? 

Too many broadcasts can be avoided by maintaining a counter. A node can cache path fragments from recent requests. A node can also update this cache from packet headers. 
15. What are the metrics should be considered while routing? 

· Number of hops 

· Interference 

· Reliability and Error rate 

16. What is binding warning? 

If a node decapsulates a packet for an MN, but it is not the current FA for this MN, this node sends a binding warning to the HA of the MN. The warning contains the IP address of the MN and the address of the node that has tried to send the packet to this MN. The HA should now send binding update to the node that obviously has a wrong COA for the MN. 
17. What is the main purpose of registration request in mobile IP? 

The main purpose of registration is to inform the HA of the current location for correct forwarding of packets. Registration is done by mobility binding.

18. What do you mean by mobility binding? 

The MN sends its registration request containing the COA to the FA which is forwarding the request to the HA. The HA now sets up a mobility binding containing the mobile nodes home IP address and the current COA. 

19. What are the services provided by the foreign agent? 

The FA can provide several services to the MN during its visit in the foreign network. The FA can have the COA thus acting as tunnel endpoint and forwarding packets to the MN. Furthermore the FA can be a default router for the MN. The FA can also provide security services. 
20. Mention the steps to deliver the packet in MobileIP. 

· Identification of current location of MN 
· Dencapsulation and tunneling of packets by HA 

· Encapsulation of packets by FA 

UNIT  V
1. Define mobile operating system?

A mobile operating system, also called a mobile OS,  is anoperating system that is specifically designed to run on mobile devices such as mobile phones, smartphones, PDAs, tablet computers and other handheld devices.
2. What is palmOS?

Palm OS was designed for ease of use with a touchscreen-based graphical user interface. It is provided with a suite of basic applications for personal information management.
3. What is symbian OS?
Symbian os is 32 bit, little-endian operating system, running on different flavors of ARM architecture. It is a multitasking operaring system and very less dependence on peripherals.

4. What are the features of Symbian OS?
· Real-time

· Data Caging

· Platform security

· Multimedia

· Internationalization support

· Fully object-oriented based
· Client-server architecture.

· Optimized memory management
5. What are the features of Blackberry OS features?

· Gestures

· Multi-tasking

· Blackberry Hub

· Blackberry Balance

· Keybord

· Voice control
6. Give the advantages of Blackberry OS?

· Provides good security for data

· Avoid collusion of personal and business data.

· Content promotion

· App discovery

7. What is android SDK?

Softare development kit that enables developers to create applications for android platform. It includes sample projects with source code, devolopment tools,emulator,and required libraries.

8. What are the android application components?

· Activities

· Services

· Broadcast Receiver

· Content Provider

· Fragments

· Views

· Layouts
· Intents

· Resources

· Manifest
9. Define M-Commerce?

M-Commerce is the buying and selling of goods and services through wireless handheld devices such as cellular telephone and PDAs.

10.  Advantage of M-Commerce?

· Providing a wider reach or Accessibility: It becomes easier for users to use anywhere and anytime through their mobile phones and users are able to choose not to access as well.

· Reducing the transaction cost : no barrier to adoption and easy to use unlike E-commerce and no need for modem or Wi-Fi connectivity.

· Ubiquity: Users can get to M-commerce applications in real time

· Personalization: Mobile services are not shared between users so it is easier for users to adjust or change the devices whatever they want such as screen or  settings.

· Reducing time: Everything can be done through mobile internet without plugin computer or even connect to the traditional internet network.

11. Disadvantages of E-Commerce?

· Limited Speed: Mobile phones have the lower speed than usual computers. This becomes a huge disadvantages for M-commerce due to the unavailability of image and graphic contents.

· Small Screen Size: Because of small screen mobile phone, M-commerce businesses also have limitation on provided information and steps in transactions.

· No standard for M-commerce: Due to M-commerce is new for the market, some kinds of technologies are still underdeveloped.

· Technology constraints of devices: The devices that enable users accessing to M-commerce are still low quality such as inadequate memory capacities and weak processing systems.

· Risky investment: During the rapid move of M-commerce, it becomes riskier for investors  to invest in this market hardware and equipments.
12. What is mobile payment system?

Mobile payment, also referred to as mobile money, mobile money transfer, and mobile wallet generally refer to payment services operated under financial regulation and performed from or via a mobile device. Instead of paying with cash, cheque, or credit cards, a consumer can use a mobile phone to pay for a wide range of services and digital or hard goods.

13. What are the risks of WML script?
· Lack of security model.

· WML script is not type safe.
· Doesnot prevent access to persistent storage.

· Pushed to the client device without the users acknowlege.

16 MARKS QUESTION
UNIT – I
i. Explain about structure of mobile computing applications?

ii. Explain briefly about various characteristics of mobile computing?

iii. Explain about various functions of mobile computing?
iv. Explain about hidden and exposed terminal problems?

v. Explain about TDMA,FDMA,CDMA? (NOV/DEC2012, APRIL/MAY 2014)
vi. Explain about ranom access method?

UNIT – II
1. Explain baout mobile IP terminologies in detail.
2. Explain about DHCP protocol in detail.
3. Briefly explain about TCP/IP architecture.

4. Explain about snoop TCP in detail.

5. Briefly explain about indirect TCP for mobile hosts in detail.

6. Explain about route optimization in TCP/IP. 

UNIT – III
1. Explain about various GSM services?

2. Write short notes on system architecture of GSM? (nov/dec2012, may/june 2014,nov/dec 2014.april/may 2015)
3. Explain about GSM secuity requirements in detail?

4. Draw and explain about GPRS architecture? Nov/dec 2013, may/june 2014, nov/dec 2014,april/may 2015
5. Explain about GPRS mobility management?

6. Briefly explain about GPRS services?

7. Draw and explain about UMTS architecture?

8. Explain about UMTS bearer services. Nov/dec 2009
UNIT IV

1. What are the characteristics and features of ad hoc networks? (May/June 2012)

2. Explain path loss and fading in detail. (May/June 2013) 

3. Explain the applications areas of ad hoc networks. (May/June 2013) 

4. Explain the characteristics of wireless channels. (May/June 2012)

5. Explain ad hoc indoor mobility models in detail. (May/June 2012)

6. Differentiate between cellular network and AdHoc Network. ( April 2014)

7.  What is replay attack? How it can be prevented? ( April 2014)

8.  List out the major advantages of Adhoc wireless Internet. ( April 2014) 

9. Discuss the Pros and Cons of a routing protocol that uses GPS information for an Adhoc wireless Network for search and rescue operation. ( April 2014)

UNIT V

1. Expalin about features of Symbian operating system.

2. Explain briefly about apple iOS in detail.

3. Explain about architecture of android OS.

4. Explain about BlackBerry OS architecture and features in detail.

5. Explain about android software developmment kit in detail.

6. Draw and explain about  M-commerce architecture in detail.

7. Explain about mobile payment system with real time applications.
